Establishment of the Cybersecurity Council

» Second Amendment of the Basic Act on Cybersecurity was enacted on December 2018.

X I;ffective on A.pril 1,2019

- The Cybersecurity Council was established to enhance the discussion among relevant stakeholders in public and private sector

to promote cybersecurity.

- The Act imposes obligation of confidentiality and information sharing on the members of the Cybersecurity Council.
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